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BASIC SECURITY ISSUES

INTRODUCTION

Internet security is a contradiction in terms, like the classic references to Alaskan
Crab and the National Security Agency. True security can only be achieved when the
information is isolated, locked in a safe, surrounded by guards, dogs and fences, and
rendered inaccessible. Some would argue that even then, there is not absolute security.
It simply is not possible, therefore, to render a network system completely secure, and
anyone who wishes to understand and apply the principles of security to the Internet or any
other network, must first understand and accept this basic tenet in order to be successful.
In spite of this, managers of network systems must strive to attain this unreachable goal
simultaneously [1].

The reason behind this often frustrating dilemma lies in the motivations for the develop-
ment of networks. Networks were created as a remedy to the problem of data isolation in the
early days of computing. “Islands of Automation” were a hindrance to conducting business
successfully because critical information required by one “island” could not be accessed
by others. Networks became the communication bridges by which these islands could be
integrated. Since security and privacy [2] are the antithesis of sharing and distribution,
Internet security must become a balance between providing appropriate access to those
who need the information and safeguarding that information by denying access to those
not authorized. This is all done while assuming some level of risk, which is appropriate to
the sensitivity of the information that is to be guarded [1].

This is not intended to imply that Internet security is not necessary, nor that management
should not strive for it. On the contrary, the explosion of information across the networks
in this country and in the world has raised the specter of corporate espionage to new
heights. Corporations today know that in the information age, information is power; and,
those organizations which control their information appropriately, can gain a competitive
advantage: those who do not are vulnerable to losing valuable trade secrets to competitive
spies [1].
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Equally dangerous is the possibility of loss of information or compromising that
information due to acts of sabotage, such as from disgruntled employees. As employees
become more mobile, and as they demand more information while they are on the road,
the vulnerabilities of compromised information become more severe by an enterprise’s own
employees [1].

Within this perplexing situation, managers must navigate between the risks of losing in-
formation so necessary to the enterprise’s operation and the costs and constraints associated
with an overly aggressive security solution. This chapter is intended to help management
successfully navigate this course by providing an overview of security principles and the
technologies which are appropriate for securing the Internet and networks today [1].

INTERNET AND NETWORK SECURITY ISSUES:
BASIC SECURITY CONCEPTS

A good place to begin is by defining the basic concepts involved in securing any object.
The key words in the security lexicon are vulnerability, threat, attack, and countermeasure.
An examination of each follows [1].

Vulnerability is the susceptibility of a situation to being compromised. It is a potential, a
possibility, a weakness, an opening. A vulnerability in and of itself may or may not pose a
serious problem, depending on what tools are available to exploit that weakness. The classic
definition of vulnerability comes from Greek Mythology, with the story of Achilles, whose
heel represented his greatest vulnerability [1].

A threat is an action or tool which can exploit and expose a vulnerability and therefore
compromise the integrity of a given system. Not all threats are equal in terms of their ability
to expose and exploit the vulnerability. For example, the Microsoft Concept virus exploits a
vulnerability in Word Macros allowing access to the users’ file system, but the virus itself is
relatively benign. Other similar viruses could do a lot more damage [1].

An attack defines the details of how a particular threat could be used to exploit a
vulnerability. It is entirely possible that situations could exist where vulnerabilities are
known and threats are developed, but no reasonable attack can be conceived to use the
specific threat upon a vulnerability of the system. An example of an attack is a Trojan Horse
attack, where a destructive tool such as a virus is packaged within a seemingly desirable
object, like a piece of free software [1].

Countermeasures are those actions taken to protect systems from attacks which threaten
specific vulnerabilities. Achilles covered his heel with a protective metal plate as a
countermeasure to potential attacks to his one vulnerability. In the Internet security world,
countermeasures consist of tools such as virus detection and cleansing, packet filtering,
password authentication, and encryption [1].

Any security scheme must identify vulnerabilities and threats, anticipate potential
attacks, assess whether they are likely to succeed or not, assess what the potential damage
might be from successful attacks, and then implement countermeasures against those defined
attacks which are deemed to be significant enough to counter. Therefore, you can see that
security is all about identifying and managing risk, and that security is a very relative
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concept which must be tailored to the needs, budget, and culture of each organization. For
example, a Trojan Horse attack on one organization could succeed easily and compromise
extremely important information. The same attack on another organization would only result
in minimal damage, perhaps because there is no sensitive data available on that particular
system. Furthermore, companies have personalities just as people do, and therefore, some
companies are willing to live with more risk than others. In each of these organizations,
different security schemes will be employed with different countermeasures to suit their
specific situations [1].

As will be discussed later, management must consider all of these factors in defining a
security strategy. Management must also consider the cost of protecting against all possible
attacks. Security costs money, and each organization must determine how much it will cost to
institute appropriate countermeasures. Only then can an organization truly determine which
of the possible spectrum of attacks should be defended, and which should be ignored [1].

Generic Internet Security Threats

In any organization, there are a number of generic security threats which must be dealt
with. These include the theft of information, the compromising or corruption of information,
loss of confidentiality, and the disruption of service [1].

One of the major threats which companies are dealing with is the introduction of
malicious programs over the network. The term “computer virus” has been used loosely
to categorize these attacks which come in Trojan Horses, worms, and logic bombs as well
as true viruses [1].

A Trojan Horse is a program that conceals harmful code. It usually disguises itself as an
attractive or useful program which lures users to execute it, and in doing so, damages the
user’s system. For example, a posting in the US Department of Energy Computer Advisory
Capability page lists a known Trojan Horse in a program called AOL4FREE. While the title
suggests that this program will allow you to participate in AOL without any costs, running
the program will delete all of the files on your hard disk. The program hidden in the Trojan
Horse can be one which causes malicious damage, or one which performs some espionage
for the attacker, such as stealing the password file from the computer it invades [1].

A logic bomb is code that checks for certain conditions and when these conditions are
met, it “detonates” to do its damage. Sometimes, like the Magellan virus, the trigger logic is
a date, but it can be any given set of parameters, including a person’s name, a bank account
number, or some combination of events and parameters [1].

A worm is a self contained program which replicates itself across the network. Therefore,
it multiplies its damage by infecting many different nodes [1].

A virus is code which plants a version of itself in any program it can modify. The
Microsoft Concept virus is a good example: once it has “infected” Microsoft Word, all
subsequent documents which are opened by the user may only be saved as template files. In
all other respects, Microsoft Word continues to operate normally [1].

Note: These are not mutually exclusive threats. A logic bomb could plant a virus under the specified
conditions, as could a Trojan Horse deliver a worm.
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Furthermore, each of these threats could have different or multiple missions. These could
be the theft of data, the compromising of confidentiality, integrity or availability, or the
disruption of service to the organization [1].

In addition to planting computer programs which could create these effects, there are also
threats which involve the theft or compromise of information while it is in transit between
endpoints of a network. One such example is called Snooping, in which an attacker simply
eavesdrops on electronic communications [1].

These are the classes of threats that today’s network managers must deal with, and that
senior management must be aware of, since they will play a major part in determining the
appropriate and tolerable cost of security to counteract these potential threats [1].

Internet Security Countermeasures

Given the preceding scenario, a reasonable question at this point might be: “What
tools are available today to help mitigate the consequences of these security threats on the
network?” The good news is that there are multiple technologies which can be brought to
bear on the issues, and they are impressively effective [1].

Internet Security Policy

The bad news is that no amount of technology can overcome a poorly planned, poorly
implemented or nonexistent Internet security policy. Consider the following story witnessed
by a poster on a security newsgroup on the Internet: A customer being waited on at a
public service agency (say a Registry of Motor Vehicles) requires some information from the
clerk – who in turn, needs to access that information from a workstation centrally located in
the area behind the window. Sitting at the workstation, the clerk yells to a co-worker “Dee,
is the password still ...? [1]”

Again, the security of any information in any organization today is primarily dependent
on the quality of the Internet security policy and the processes by which that organization
imposes on itself. If the security procedures are lax, are not enforced uniformly, and allow
gaping security holes to exist, no amount of technology will restore the security breaches.
Organizations that are concerned about security on the Internet should ask themselves a few
of the following questions before worrying about encryption, packet filtering, proxy servers,
and other related technology solutions:

• Does the corporate policy allow passwords such as “password”, employee initials, or
names or initials of employees’ immediate family members?

• Is there a process in place to change passwords periodically?
• Do employees keep their password written on paper under their mousepads, keyboards,

monitors, etc.?
• Is there a program in place to make employees aware of the need for security and to

disseminate security procedures to the employees to facilitate its implementation?
• Do employees understand the different levels of security of information and what

techniques to apply to each to ensure an appropriate level of protection?
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• Is the responsibility for information security assigned to a senior member of the manage-
ment team, who is held accountable for maintaining appropriate security?

• Is there a set of guidelines to identify the security classification of different documents
and information generated by the employees?

• Is there a process in place to classify or categorize these documents and information and
secure them appropriately [1]?

It should be self evident at this point that the primary need for any organization is to get
its own house in order, identify its security needs based on the types of information with
which it deals and develop a security policy and plan before committing to technology. The
following are some elements of a good security plan:

• Develop security requirements based on an analysis of the organization’s mission, the
information at risk, the threats to that information and the implications of any successful
attacks.

• Appoint a security officer and delineate clearly the required job responsibilities and skills.
• Define appropriate security services and mechanisms and allocate them to components of

the company’s IT systems.
• Identify different measures of security appropriate for each level.
• Remember that security is not only technology; physical security and procedural security

are as important as the technology used.
• Identify users who should have access to each level of security [1].

Authentication

A primary tool in securing any computer system is the ability to recognize and verify
the identity of users. This security feature is known as authentication. Traditionally, special
names and secret passwords have been used to authenticate users, but as the anecdote in
the preceding demonstrates, the password is only as good as the users’ ability to keep it
secret and protect it from being abused by unauthorized users [1]. There are three generally
accepted techniques for authenticating users to host machines:

1. Authentication by something the user knows
2. Authentication by something the user has
3. Authentication by physical characteristics [1]

Authentication By Something The User Knows

Authentication by something the user knows is the password/username concept described
in the preceding. There are two common approaches to password authentication, known as
PAP and CHAP. PAP, which stands for Password Authentication Protocol, simply asks the
requester to provide a “secret” password, and if the password provided is included in the
user profiles, the requester is given access. CHAP (Challenge Handshake Authentication
Protocol) takes the concept one step further by challenging the requester to encrypt a
response to the challenge message. This, in effect, acts as a different password for each
entry. Often, the CHAP mechanism is combined with an encrypting smart card, which uses
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an encryption key to encode the challenge message. Only if the challenge message is correct
will the requester be granted access to the system [1].

Authentication By Something The User Has

In the authentication by something the user has technique, the user is given some kind of
token, such as a magnetic stripe card, key. In other sophisticated cases such as the remote
access standard RADIUS (which will be discussed later), the user has a smart card equipped
with a computer chip which can generate an encrypted code back to the computer system [1].

Authentication By Physical Characteristics

Here, the mechanism is to recognize some measure of the individual which ostensibly
cannot be duplicated. Biometric techniques such as fingerprint ID, palm print ID, retinal
scan, manual and digital signature, or voice recognition are used to validate the identity of
the potential user.

Authentication is also necessary when two computers communicate with each other. For
example, what should your host computer do when another computer asks to have a disk
mounted which contains all of your organization’s personnel data? How do you know that
the requesting computer has a legitimate reason to access that information, and that it is not
some external network hacker trying to steal information from your organization? In order
to prevent such events, the Internet Engineering Task Force (IETF) has formed a working
group by the name of IPSec (Internet Protocol Security). Additionally, there are a number
of de facto standards – those which are developed by companies rather than by official
committees, but which enjoy widespread acceptance. While many of these standards are
under review and take some time to work their way through the approval process, two are
worthy of mention here, IPSec’s SKIP (Simple Key Management for Internet Protocol) and
Livingston’s RADIUS (Remote Authentication Dial In User Service) [1].

SKIP is a technique for providing authentication and encryption security at the IP layer
of the Internet architecture. It relies on the existence of an authority in the network which
can issue a certificate [3] to known trusted entities within the system. If an entity claiming
to be a member of the system requests an action, the receiving computer system can have
the requester present an encrypted certification that they are who they say they are. The
certificate conforms to one of the methods of authentication, namely, a secret encoding
technique and a secret key which are only available to trusted members of the system.
The fact that SKIP operates at the very lowest protocol layers of the architecture, it has
the advantage of protecting all upstream applications as well, by preventing connections
between systems which are not authorized. Since potential intruders cannot even establish
connections, their ability to do malicious damage is severely restricted [1].

In Fig. 2-1, the Requesting Entity first gains a certificate by requesting one from the
trusted certification authority (1), who validates the trustworthiness of the Requester by
granting a certificate (2) [1]. Armed with this certificate, the Requester can now petition the
host and presents the certificate along with the request of the host (3). The host, upon seeing
the certificate will grant the information to the requester (4).
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Figure 2-1. How to gain a certificate.

RADIUS is one of the more popular public network authentication protocols. The
primary purpose of RADIUS is to offer centralized access control for remote dial-in users.
RADIUS simplifies the administration of passwords, user names, profiles for remote users,
and other security and accounting related information by placing all of the security in a
central server, and issuing challenges to the user [1].

Privacy

A perpetrator may observe confidential data as it traverses the Internet. This ability
is probably the largest inhibitor of business-to-business communications today. Without
encryption, every message sent may be read by an unauthorized party.

Today, intruders continue to install packet sniffers on root-compromised systems. These
sniffers are used to collect account names and passwords, and are frequently installed as part
of a widely available kit that also replaces common system files with Trojan horse programs.
These kits provide cookbook directions that even a novice or unskilled intruder could use to
compromise systems.

Virtual Private Networks

The Internet Community is constantly seeking new and better mechanisms to secure the
Internet. Today, there are several other relevant proposals for standards which are under
review by the Internet Engineering Task Force (IETF). One proposal which is generating
some potential interest is the Level 2 Tunneling Protocol (L2TP), which is under review as
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part of the IPSec group within the IETF. This proposal would establish a set of protocols
by which compliant Internet components could create their own channel inside the Internet.
This channel would be protected by authentication and encryption countermeasures. These
would ensure that even though the traffic is being transmitted over the public Internet,
individual sessions can be established which are private to those members allowed to work
within that channel. The technology is known as tunneling because the correspondents are
creating a tunnel of sorts through the public packets inhabiting the Internet, and exchanging
very private communications within them. The concept comes from medieval times, where
tunnels were built between fortified towns and castles to allow their inhabitants to move
safely between them away from the dangers of the bands of marauders outside their gates [1].

The use of tunneling technology allows another concept to be implemented: the concept
of a Virtual Private Network, or VPN. Companies who want a less expensive alternative to
private Wide Area Networks can utilize tunneling within the Internet and develop their own
virtual WANs, safe from unwanted intrusions, yet riding on the cost benefits of the Internet
mass volumes [1].

Non Repudiation

This security concept protects against the sender or receiver denying that they sent or
received certain communications. For example, when a person sends a certified or registered
letter via the United States Postal Service (USPS), the recipient is supposed to prove his
or her identity to the delivery person, and then confirm their receipt by signing a form.
The signed form is then returned to the sender, which proves to the sender that their
correspondence was delivered. This prevents the recipient (for example a debtor) from
claiming that they never received the correspondence (for example a demand note) and
therefore using that as an excuse for their actions (not paying the debt). In computer
networks, these kinds of services are also available, and are becoming increasingly valuable
as commerce on the Internet continues to gain in popularity [1]. There are three different
types of non-repudiation services that are applicable in computer network messaging:

1. Non-repudiation of Delivery Service.
2. Non-repudiation of Origin Service.
3. Non-repudiation of Submission Service [1].

Non-repudiation of Delivery Service is similar to the US Post office certified mail exam-
ple in the preceding. This provides the sender with proof that a message was successfully
delivered to the intended recipient. Many e-mail packages offer senders the option to request
a return receipt. This return receipt provides the sender with a non-repudiation of delivery
service feature – the recipient can’t legitimately claim they did not receive the message [1].

Non-repudiation of Origin of Service provides the recipient with proof of who originated
the message and what it contains. For example, according to a usenet posting, America
Online (AOL) was victimized by crackers pretending to be AOL employees and requesting
passwords and credit card information from subscribers. In other words, a particular cracker
armed with an AOL hacker program created a fake screen to pass himself off as an AOL
employee and steal the AOL user’s password. Non Repudiation of Origin of Service could
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have foiled this kind of attack if it had been available to AOL subscribers. If it had been
available, users could have verified that the crackers were not genuinely AOL employees,
and therefore would not have given away their passwords [1].

Non-repudiation of Submission Service is similar to the concept of non repudiation of
delivery. This service offers proof that a given message was in fact sent from a particular
sender. If you go back to the US Post Office example, when you mail important papers such
as legal documents, it is considered prudent to send them via registered mail. When you do
so, you get a receipt from the Postal Service and a special identification number is affixed to
the return. Thus, if the recipient does not receive the documents, or contends that it was not
sent on time, you have evidence that your submission did occur at a particular time [1].

Integrity

Integrity refers to the completeness and fidelity of the message as it passes through the
network. The key here is making sure that the data passes from the source to the destination
without undetected alteration [1].

Note: The use of the word “undetected” is important here. You may not be able to thwart someone
from tapping out messages and attempting to modify them as they move through the network, but
you will be able to detect any attempt at modification and therefore reject the message if such a
modification attempt is detectable.

If the order of transmitted data also is ensured, the service is termed connection-oriented
integrity. The term anti-replay refers to a minimal form of connection-oriented integrity
designed to detect and reject duplicated or very old data units [1].

Confidentiality

Confidentiality is a security property that ensures that data is disclosed only to those
authorized to use it, and that it is not disclosed to unauthorized parties. The key point
behind ensuring the confidentiality of information on the network is to deny information to
anyone who is not specifically authorized to see it or use it. Encryption is a frequently used
mechanism for guaranteeing confidentiality, since only those recipients who have access
to the decrypting key are able to decode the messages. Confidentiality therefore equates to
privacy [1].

Access Control

Finally, the access control concept relates to the accepting or rejecting of a particular
requester to have access to some service or data in any given system. A service could be a
program, a device such as a printer or a file system, and data could be a text file, an image, a
collection of files, or any combination of the above. The real question is, what are the risks
involved in allowing access to any of the system’s services or information to individuals
requesting such access? In some cases, such as the advertising Web page of an organization,
the answer is that no damage could occur. The objective of such a page is precisely to spread
the word about the organization, and therefore access control is not an issue. On the other
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hand, access control is a major issue if someone requests access to the file which contains
the passwords for all of the users of the system. It is therefore necessary to define a set of
access rights, privileges, and authorizations, and assign these to appropriate people within
the domain of the system under analysis [1].

SUMMARY AND CONCLUSIONS

Okay, so now you’ve covered all of the building blocks and some examples of how they
might go together. The question still might be on your mind: What should the organization
do to be secure. The answer is “it depends.” It depends on specific security needs and budget
limitations of your organization. Very few enterprises, not even the Federal Government
and the Military, can afford “security at any price.” Eventually, you will be forced to stop
building security features and learn to live with the residual risks of your system. Where you
stop depends on how much you are willing to pay to get the amount of security appropriate
to your application [1].

One typical and common sense approach is to develop a security infrastructure incremen-
tally. Start inexpensively with packet filtering and authenticating routers as the beginning
firewall [4]. Many industry analysts contend that over 90% of attacks can be successfully
defended by integrated routers and firewalls. Later, if you still need more, you can add
encryption and key management for further enhancements. At each point, determine where
your vulnerabilities are, what the potential attacks might be, and what consequences would
ensue from a successful attack. Many people find that the use of simple and inexpensive
packet filtering and authentication, “move their dots” into the lower left hand quadrant of
the likelihood/consequence space, and they have no further need to add more sophisticated
measures. Certainly, if more is required, and the cost implications are warranted, customers
can move into application coupled systems to further enhance the security. The ultimate
move, of course, is to go to private networks, where one eliminates the physical connection
to the network from potential hackers. Finally, use the services of agencies such as the
National Computer Security Agency (NCSA) and ISS, which offer security audits of sites
to help you determine vulnerabilities and countermeasures, and help you decide whether the
risks facing your operations warrant further expenditures of time and money [1].

REFERENCES

[1] “Internet Security Primer,” copyright 2003/2004 ZZZ Online, ZZZ Online, 2004.
[2] John R. Vacca, Net Privacy: A Guide to Developing and Implementing an Ironclad ebusiness Privacy Plan,

McGraw-Hill, 2001.
[3] John R. Vacca, Public Key Infrastructure: Building Trusted Applications and Web Servicess, Auerbach

Publications, 2004.
[4] John R. Vacca, Firewalls: Jumpstart for Network and Systems Administrators, Digital Press, 2004.



http://www.springer.com/978-0-387-40533-9




